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. Motivation & Introduction

The Problem:

As Al capabilities advance, we increasingly RELY on powerful models to
decompose complex tasks-- but what if the decomposer itself is malicious?

AN
Root Task \
Solution
Reassembly &*

)) Can monitors effectively detect malicious decomposers when they can
only observe decompositions, rather than complete implementations?

>) What tactics might attack policies use to create compromised
instructions?

Current Solutions: Use trusted (weaker but reliable) models for decomposition,
which limits usefulness for tasks where decomposition itself is challenging.

Our Approach:
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